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Abstract: Terrorism attacks and its mobilisation have increased in the new media era. The later have become 
particularly important platforms for such radical and extreme activities. It has somehow become difficult for 
governmental bodies to control such content (video, photos, voice) in fact extremists / terrorist groups have “heavily” 
depended / used these New media platforms to spread extremism, incitement, recruitment, and propaganda. Based 
on a survey method (344 respondents), the study aimed at examining Saudi new media users’ awareness and reaction 
to online inflammatory and mobilisation methods to better understand the power of new media. Findings revealed 
that respondents were highly aware of online inflammatory content, and were affected by such content, especially 
those related to conflicts between different Islamic sects’ (e.g., Sunni/Shiite) followers. The complex relationship 
makes it difficult to draw simple policy implications, but it does offer insight into the role of new media play in 
terrorist activities. 
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I. INTRODUCTION 

For a quiet long time, the Middle East region has witnessed ongoing conflicts, disputes and wars such as in 
Palestine, Iraq, Syria and Yemen, which effects the whole region including the Kingdom of Saudi Arabia 
(KSA) due to its spatial proximity. Furthermore, there are already intellectual, ideological and political 
divisions in the region which puts these countries in an unenviable position led some radical groups e.g., 
al-Qaeda and later the Islamic state of Iraq and Syria (ISIS) to claim legitimate state and attempt to control 
some parts of these countries (Ali et al., 2021; Gunaratna, 2016; Kell, 2018; Kinney et al., 2018; Weimann, 
2014) by force and propaganda.Such radical or extremist groups use the new modern technologies to 
engage and encourage others to join them by attempting to recruit and influence many, and creating 
wedge, hatred and segregation e.g., between Sunnis and Shiites in the region (Al-Saud, 2020). In relation 
to the KSA, such extremist hope is apparently to discredit the Saudi state, religious leaders and accuse 
them of hypocrisy as Al-Saud (Al-Saud, 2020; D. N. Tahat et al., 2020) state by targeting and driving the 
young adults away from their state and influence them. Ayman al-Zawahiri (al-Qaeda leader) (al-Zawahiri, 
1995) stated that “it is time for the Muslim youth to be free of those hollow resonant names, which 
persisted in the hypocrisy of the tawaghit [tyrants] until they became an object of ridicule on the tongues 
of friends and foes. It is time for those youths to come around the informed and truthful scholars, who are 
suffering and are being afflicted for the sake of their religion”. 
The intellectual and security challenges facing KSA have increased especially after the spread of social 
media and the unrest that has afflicted some GCC region since 2011 such as war in terrorism in Yemen 
2015, ongoing conflict in Iraq and Syria and the 2017 KSA-Qatar diplomatic, which has effected the Arabs’ 
perceptions including young adults towards their governments (AlMaawi, 2016; Tahat et al., 2020) In 
response to such claim, the Saudi government realised that the existing security system was not sufficient 
enough to tackle the role of radical ideas and ideologies (Alharith & Samak, 2018). For example, since 
early 2000s, 32 ISIS-related incidents occurred in KSA with some officially claimed by ISIS leaving a trail 
of 44 civilians, 35 security officers and five foreigners dead as stated by Al-Saud (Al-Saud, 2020). In July 
2016 (29th of Ramadan) one suicide bombing took place in Medina, which killed 4 security officers and 5 
were wounded. The Saudi government further stated that in 2016 around 2000 foreign fighters from KSA 
joined various terrorist groups happened in Syria and elsewhere in the MENA. 
To protect the youths, the KSA has launched several media, educational, social, political and economic 
programmes that aimed at educating the citizens as well as addressing the youths’ matters and concerns 
regarding their future (e.g., #SaudiVision2030), especially after the proliferation of online recruitment by 
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extremist organisations (e.g., ISIS). In this regard, the Saudi Ministry of Interior recently has worked to 
promote and counsel locals that make a considerable number of radical people renounce their attitudes 
towards internal and external matters and make repentance. This study aims to examine whether Saudi 
online users are aware of incitement methods and online inflammatory mobilisation used by online 
radical groups, and their perceptions of new media content via social media platforms. 
 

II. THEORETICAL FRAMEWORK 

2.1. Terrorism and radicalism  
Perhaps ISIS is one of the most well-known organisations, established in 2014 that has introduced a 
threat of unprecedented magnitude to in the Arab world (Gunaratna, 2016; Mahood & Rane, 2017) due to 
its savviness in exploiting ITC and digital media platforms (Al-Rawi, 2018; Awan, 2017; Gunaratna, 2016). 
Such body is quite different from their predecessors (for example, al-Qaeda in Afghanistan, the Muslim 
Brotherhood in Egypt and Algeria, the Houthis in Yemen, etc.) as they target Muslims and non-Muslims in 
Arab, non-Arab and Muslim countries, especially post Arab uprisings 2011 (Awan, 2017; Baele et al., 
2019; Singer & Brooking, 2015). Recently, they have carried out numerous terrorist operations in Iraq, 
Syria, Libya, Egypt, Yemen, and even seeks attacks in KSA itself (mentioned above) to take control of 
Islam’s two holiest shrines in Medina and Mecca. This is as stated by ISIS who believes to overthrowing 
the House of Saud and attack the country e.g., in Najed and Hejaz provinces (Gunaratna, 2016). In doing 
so, the extremist thought is no longer confined to sabotage operations on the material property of the 
state, it is even amounted to salve and kill innocent children, elders and women (Muslims and non-
Muslims) and to physical torture or mutilation of corpses (Byron, 2015). 
Therefore, the GCC region (including KSA) lives in tension and instability as a result of these malicious 
plots who proofed they are very smart in using ITC in their communications, engagement and recruitment 
process (Macdonald et al., 2018). These radical groups impose serious challenges to ordinary people as 
digital media now allows them to widely outreach with extremist and radical ideas, especially those 
targeting the youths (Al Serhan & Elareshi, 2019; Awan, 2017; Macdonald et al., 2018). Such use comes in 
a time when there are (in KSA) lacks strategic programmes that aim to educate and alert young and local 
citizens about a such threat. It is noteworthy that these digital media and smart device platforms started 
to adopt radical ideas which spread hatred and aggression to others(Al-Rawi, 2019; Awan, 2017; Singer & 
Brooking, 2015). Thus, the KSA security authorities are working closely with other alliances in the GCC 
and elsewhere to combat these threats and challenges on digital media platforms. 
In fact, the incitement and new media polarisation for terrorist operations has become one of the most 
serious and complex problems faced by the security and government bodies (Awan, 2017; Fainberg, 
2017; Kinney et al., 2018; Sampathkumar, 2017). Given their threats on individuals and societies, security 
forces use pre-emptive strikes to identify extremist and radical groups and to thwart their sabotage 
operations, given the fact that KSA was found to be the most common located place for ISIS, with 27 per 
cent supporters in the world after Syria and Iraq (Berger & Morgan, 2015). For example, in the digital 
media era, the authorities face some challenges including: 
 The spread of religious misconceptions on the Internet leading to terrorist acts / violence. The 
ideological intolerance and religious extremism are considered among the most concepts used by 
extremist groups as they attempt to pump large amounts of new media (mis)information in different 
languages related to ideological intolerance inciting. It allows the extremist to commit crimes and 
assassinations, and engaging them in direct fighting with the authorities and security agencies (Al-Saud, 
2020; Macdonald et al., 2018). This is why the security authorities are endeavouring to sort out and track 
the sources of this information in cooperation with internal and external stakeholders and agencies. 
  The intellectual and religious nothingness “gap”. This happens when someone lacks of 
information and tries to find sources to fill that gap, especially nowadays it easier than ever to access huge 
information and content on the Internet. Such information may change / deviate people’s intellectual and 
religious path. Perhaps the incident occurred at Frankfurt Airport, which killed two US causalities and 
injured others was committed by a perpetrator who drew his information from social media, especially 
YouTube and Facebook, as stated by Weimann(Weimann, 2014). 
 In Muslim’s perceptive, the Internet might be seen as a tool that has perhaps helped the spread of 
evil actions and sins, especially across social media platforms. It has become one of the challenges facing 
the community. For example, such platforms might be considered to be behind the spread of different 
actions that might not fit or respect the Saudi local culture e.g., gender mixing, pornography, 
dissemination of images, false and fake information that carries non-peaceful orientations. Such actions 
have resulted in the disintegration and conflict among groups within the same society (Elbasir et al., 2020; 
Shu et al., 2017; Silverman & Singer-Vine, 2016). 
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 Social openness and the absence of local values, especially those related to foreign cultures (e.g., 
westernism or globalisation) that perhaps are not in line with for example the local Islamic values. Such 
new media content presents a kind of challenge facing local societies, where the type of life is different 
from one society to another. Online users are more absorb to new media content from outside their local 
culture. This includes the spread of immoral content, propaganda, promotes different ideological ideas on 
a large scale. 
 
2.2. New media propaganda and persuasion 
In the past few years, terrorist and radical groups in the MENA have effectively used new media and other 
platforms and the Internet to manage the narrative of the ongoing warzone in Syria and Iraq (Al-Rawi, 
2019; Alnaser et al., 2020; Awan, 2017; Macdonald et al., 2018) have also borrowed propaganda tactics 
and used thousands of new media users and sources to push out their stories in a novel way, which makes 
it much harder to counter (Gunaratna, 2016; Melchior, 2014). Unsurprisingly, this again highlights the 
power of social media platforms post-Arab uprisings 2011 (Karolak, 2013; Naughton, 2017; Sreberny, 
2015) and its use in different aspects such as education, communication (Yunus, 2013), entertainment 
(Elareshi & Ziani, 2019), misinformation (Melchior, 2014; Sadiku et al., 2018), empowerment (Abubakar 
et al., 2017), online mobilisation (Al-Rawi, 2018, 2019; Tank, 2012), propaganda and recruitment (Awan, 
2017; Mahood & Rane, 2017; Habes, et al, 2020) 
For example, evidence suggested that al-Qaeda group was quickly embraced and used technologies and 
multimedia to its own values and to build its support base by recruiting new radical sympathisers and 
those estimated 4500 websites to spread its messages (Guadagno et al., 2010; Habes et al., 2020). 
Nowhere such extremist groups provide audio, and video games and chatrooms session (including email 
lists), videotapes and other means of persuasion (Al-Rawi, 2018; Guadagno et al., 2010). As these means 
and materials target global supporters and sympathisers (Berger, 2017), therefore they are usually 
written and translated into different languages e.g., Arabic, English and French etc. as Guadagno et al., 
(Guadagno et al., 2010) indicate. Such method (new media tools e.g., videos, voice, text, pictures) is seen 
as extremely effective in persuading and transforming many ordinary new media users into obedient 
agents to carry out different sinful actions including violence as mentioned by Lankford (Lankford, 2009). 
Awan (Awan, 2017) indicate that the UK authorities in 2014 removed more than 15,000 items of jihadist 
propaganda including an online video known as “there’s no life without jihad”. 
Furthermore, the new media influence / recruitment seems to follow Milgrams’ (Milgram, 1974) idea and 
evident of how people change under some conditions of obedience to authority by identifying some 
factors that predict how someone “will enter the agentic state and follow the orders”(Guadagno et al., 
2010). Milgram (Milgram, 1974) state several critical factors and conditions that would be very relevant 
to our world nowadays including childhood (e.g., family, school, community); recognising rewards for 
obeying orders by the agent; the perception of legitimise an authority figure; and the voluntarily 
expression to join such group. Guadagno et al., (Guadagno et al., 2010) further emphasis that since radical 
groups or organisations cannot leadanyone into fully committed terrorist operatives immediately, they 
use some online ‘social influence’ (e.g., new media platforms) techniques to induce and join their 
organisations. Moreover, Guadagno et al., (Guadagno et al., 2010) proposes very interesting model (see 
Table 1) on the process of online recruitment and persuasion used by radical / extremist groups. They 
highlight five stages and four strategies to lead someone from initial request to final commitment 
(Guadagno et al., 2010). 

Table 1. Model of online terrorist recruitment progression (Guadagno et al., 2010) 

Behaviour Social identity process Self-perception process Computer-mediated 
communication (CMC) 
factors 

Initial request: 
Invitation for recruit to 
visit website. 

Social identity as a member of 
terrorist group is not salient to the 
recruit. 

Recruit perceives 
him/herself as an ordinary 
individual. 

Initial request can be made 
face-to-face, via CMC, or 
through religious magazine, 
journal, or flyers. 

Initial commitment: 
Recruit visits website, 
just to look around. 

Social identity as a member of the 
terrorist group is made salient as 
the recruit explores the website. 
The group is portrayed as an 
exclusive ingroup with a virtuous 
mission. The recruit begins to 
identify with the group. 

Recruit perceives 
him/herself as someone 
willing to learn about the 
terrorist group from the 
source 

Commitment is anonymous, at 
a safe distance, with 
time/pace controlled, and no 
complications from nonverbal 
cues. 
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Escalating 
commitment: 
Recruit expresses 
desire for more 
info/access through 
site “membership” or 
login codes; it’s 
granted. Access and 
info are provided. 

Social identity as a member of 
terrorist group becomes more 
salient as the recruit begins to 
support the group and see 
him/herself as a member of the 
ingroup with shared religious and 
political beliefs. 

Recruit perceives 
him/herself as a new 
member of an important 
online community that 
supports the political 
agenda of the terrorist 
group. 

Commitment is primarily 
anonymous, based on login 
usernames & aliases. 
Communication is still at a 
safe distance, with time/pace 
controlled, and no 
complications from nonverbal 
cues. 

Escalating 
commitment: 
Recruit proves loyalty 
by posting in online 
forums, disseminating 
radical propaganda, 
videos, etc. 

Social identity as a member of the 
terrorist group becomes more 
salient and important to the recruit 
as he or she becomes a terrorist 
sympathiser. Internalisation of the 
group’s beliefs starts to occur. 

Recruit perceives 
him/herself as a full-
fledged terrorist 
sympathiser who supports 
the group’s larger mission. 

Desire for anonymity within 
ingroup dissipates. Anonymity 
remains as protection from 
the outgroup. Communication 
is still at a safe distance, with 
time/pace controlled, and no 
complications from nonverbal 
cues. 

Final commitment: 
Recruit meets face-to-
face with other 
terrorists, engages in 
group prayers, foreign 
travel, and training 
exercises. 

Social identity as a member of the 
terrorist group is most salient and 
important, as recruit becomes 
established member of the terrorist 
ingroup and fully internalises 
group’s beliefs. 

Recruit perceives 
him/herself as a full-
fledged terrorist group 
member, willing to carry 
out violence on command 
to meet organisational 
goals. 

Anonymity remains as 
temporary protection from 
the outgroup. Recruit gives up 
control of own behaviour to 
authoritative terrorist leaders. 

 
2.3. New media social interaction 
Research on new media social influence suggests that people generally would similarly respond to 
computer-mediated communication (CMC) influence appeals as they do to other forms of media with 
some extent differences (Madianou, 2014) such as face-to-face interaction. Guadagno et al.,(Guadagno et 
al., 2010) state that there are severalmotivations for why online recruitment of terrorist sympathisers 
seem tobe calibrated for success. For example, literature on new media social influence and social identity 
in CMC context suggests that the online recruitment of such organisations will be more successful because 
it offers four elements as McKenna and Bargh(McKenna & Bargh, 2000) state. These are anonymity; 
physical appearance; physical distance online; great time and pace of interaction control. Based on the 
above discussion, the study examines the awareness of online KSA users of incitement methods and 
online inflammatory mobilization, and their perceptions of online content via social media platforms. The 
study, therefore, underpins with the following questions: 
RQ1: How KSA new media users feel and react to some radicalnew media content? 
RQ2: To what extent they were aware of the inflammatory methods and online mobilisation processes 
used in KSA? 
RQ3: How well do they identified the inflammatory and non-inflammatory content on such platforms? 
 

III. METHOD 

3.1. Participants 
The study targeted a random sample of new media users who lives in the KSA and who indicated they are 
regularly access and use social media platforms, especially young adults in both genders, and in different 
demographic characteristics with age ranged from 18 years old and above. In doing so, the study reached 
its respondents via contacting a number of civil society organisations especially universities to promoting 
the survey and encouraging participation. To capture a random sample of new media users, respondents 
were recruited by 1) getting permission from local authorises to do so, with Research Ethical Code of 
Conduct was obtained; and 2) organisations were further requested to send the survey-link to their staff 
or people, with remainder to participant.(Alhumaid et al., 2020; Salloum et al., 2019) The data were 
conducted between March-October 2017 and it took less than 15 minutes to complete. Table 2 
summarises the demographic sample, with a total of 344 respondents was gathered (328 were Saudis and 
16 participants from other nationalities e.g., 4 Yemenis, 4 Egyptians, 3 Kuwaitis, 2 Bahrainis, 1 Jordanian, 
1 Syrian and 1 Algerian). 
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Table 2. The sociodemographic features 
Item No. %  Item  No. % 
Gender    Sectarian   
Male 236 68.6  Sunni  338 98.3 
Female 108 31.4  Shiite 6 1.7 
Marital Status     Education   
Single 274 79.7  Secondary / High school 113 32.8 
Married 58 16.9  University 192 55.8 
Engaged 8 2.3  Post-university 

(MA/PhD) 
37 10.8 

Divorced 4 1.2  Others 2 0.6 
Occupation    Ethnic Origins   
Student 274 79.7  Bedouin 192 55.8 
Employee 59 17.2  Urban 99 28.8 
Jobseeker 10 2.9  Non-tribal urban 49 14.2 
Retired 1 0.3  Others 4 1.2 
Monthly income (in 
SR) 

   Age   

No income 112 32.6  <20 173 50.3 
<3000 158 45.9  21-25 101 29.4 
3001-5000 11 3.2  26-30 24 7.0 
5001-10000 32 9.3  31-35 24 7.0 
10001-15000 24 7.0  36-40 16 4.7 
>15000  7 2.0  41-45 4 1.2 
    >46 2 0.6 
 
3.2. The questionnaire and measurement 
The questionnaire was designed and written in Arabic – the official language - and were sent through an 
online system (surveymonkey.com). It consisted of three sections of close-ended response, multi-
response items and statements. Before proceeding, bear in mind that because the data were gathered 
through online, the generalisability and the findings of this paper are only limited to our participants. 
Nevertheless, given the time, cost and local culture in terms of reaching out women, have perhaps 
provided a reasonable cross-section with 344 responses. 
For the purpose of this paper, the analysis of questions is based on the fallowing aspect: a) focused on the 
demographic variables (Table 2). b) asked three questions: Q1 was about feeling / reaction related to new 
media content via social media platforms, with 16 statements measured on a seven-point scale (1= feeling 
very satisfied and 7=denounce the content) (Cronbach’s Alpha = 0.544) ; Q2 was about the awareness of 
identifying inflammatory / non-inflammatory content on social media, with a list of nine items measured 
on a five-point Likert scale (1= very provocative and 5= not provocative at all) (Cronbach’s Alpha = 
0.903); and Q3 asked about the most prevalent inflammatory content measured on a nine-point scale (1= 
highly spread and 9= not prevalent at all).  
The validity of the survey was reviewed and ensured to be linguistical clear. In order to examine the 
extent of statistically significant differences among demographic variables, the Chi-square (χ2) statistical 
coefficient was adopted, using cross-tabulation (crosstab) via SPSS software 26.0 version. The whole row 
data are available upon request. 
 

IV. FINDINGS 

4.1. Attitude and reaction to inflammatory content 
In response to RQ1, Saudi users’ attitude and react to some information regarding radical ideas and 
content on social (Table 3).  
 

Table 3. Participants’ attitude / reaction to some media content information (%) 
When the content contains . . . 1 2 3 4 5 6 7 
1. conflicts between Islamic trends and doctrines 
within the same homeland. 

1.5 72.7 13.4 2.0 0.6 9.6 0.3 

2. atheistic beliefs and ideas. 1.2 0.3 37.8 45.1 3.5 1.2 11.0 
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3. extremist beliefs and ideas. 0.9 43.0 45.9 4.1 0.3 5.8 0.0 
4. concerts news. 9.6 20.6 7.3 1.2 18.9 42.4 0.0 
5. mixing between men and women in work and 
public places. 

10.8 25.9 14.8 3.2 2.6 42.7 0.0 

6. high costs, poverty and unemployment. 3.8 56.1 25.3 3.8 1.7 9.3 0.0 
7. lack of freedom / expression in views. 7.6 43.6 27.9 5.2 0.3 15.1 0.3 
8. a space of freedom / expression for those who 
disagree with me. 

48.8 8.4 6.4 2.6 9.6 24.1 0.0 

9. Muslim persecution around the world. 2.6 21.8 49.1 22.7 1.2 2.6 0.0 
10. Jerusalem issue and its aggression. 3.8 28.2 35.2 25.6 0.6 6.7 0.0 
11. political weakness of Muslims. 0.6 48.8 34.6 7.8 0.9 7.3 0.0 
12. persecution of Sunnis. 2.0 38.7 42.7 10.2 0.3 5.8 0.3 
13. persecution of Shiite. 12.8 32.3 13.7 0.3 3.8 37.2 0.0 
14. persecution of Islamic political parties. 2.9 36.6 17.2 3.2 0.9 39.0 0.3 
15. imperative of confrontation with non-Muslims 
in the future. 

9.0 22.4 6.7 2.6 10.2 49.1 0.0 

16. possibility of an Islamic caliphate. 13.7 14.8 14.5 2.3 9.9 44.5 0.3 
1= feeling satisfied, 2= resentful, 3= angry, 4= revenge, 5= excited, 6= not bothered and 7= denounce the 
content. 
 
The majority of respondents felt “satisfied” when the content referred to ‘a space of freedom / expression 
for those who disagree with’ (48.8%), while they felt “resentful” when the content contained information 
related to ‘conflicts between Islamic trends and doctrines within the same homeland’ (72.7%), mentioned 
‘living cost, poverty and unemployment’ (56.1%), ‘political weakness of Muslims’ (48.8%), ‘lack of 
freedom / expression in views’ (43.6%) and ‘extremist beliefs and ideas’ (43%); “angry” about the content 
contained ‘Muslim persecution around the world’ (49.1%) and ‘extremist beliefs and ideas’ (45.9%); or 
“revenge” when the content referred to ‘theistic beliefs and ideas’ (45.1%). 
 
4.1.1.Differences reported in users’ attitude / reaction to some media content information 
There were some gender differences in feelings towards some statements (Table 4). For example, while 
females felt more “resentful” than did males when mentioning conflicts between Islamic trends and 
doctrines within the same homeland; mixing of women with men in work and public places mentioned 
“not bother”; Muslims persecution around the world persecution of Sunni sect followers “angry”; males 
felt “not bother” when the content included persecution of the Shiite sect followers than did females. 
Regarding age, significantly, those aged 46+ felt “angrier” than the others when the content contained 
extreme beliefs and ideas; mixing of women with men in work and public places; and the persecution of 
Shiite sect followers both “not bother”. 
There are also statistically significant differences among respondents in terms of ethnic origins, with 
those lived in urban areas felt more “resentful” than the others regarding S1, S6 and S10; while urban 
from non-Bedouin felt “angrier” than the others regarding S2; and “not bothered” regarding S5. Bedouin 
felt “not bothered” more than the others regarding S4 and S15. Regarding monthly income, those with 
monthly income ranged between 3001-5000SR felt more “resentful” than the others regarding S1; felt 
“angrier” regarding S2 and felt “resentful” regarding S7; while those earned >15000 felt “not bothered” 
regarding S5than the others. Those income 10000-15000 were more likely than the others to feel “angry” 
regarding S12. With those income (<3000) were more likely than the others to feel “not bothered” 
regarding S13, while those income (5001-10000) were more likely than the others to feel “resentful” 
regarding S14 and feel “not bothered” regarding S16. Those with Sunni sectarian affiliations felt “angrier” 
than those with Shiite affiliations regarding S3; while those Shiite affiliations felt more “resentful” than 
Sunni regarding S6 and S11. Finally, with educational level the statistical results showed that regarding 
S3, MA/PhD holders were more likely than the others to feel “angry” and feel “resentful” regarding S7, 
while secondary/high school holders felt “resentful” regarding S6 than the others. Those with university 
level felt “not bothered” than the others regarding S13. 
 
4.2. Awareness of identifying inflammatory / non-inflammatory content 
RQ2 focused on the awareness and the ability of respondents to evaluate the inflammatory / non-
inflammatory content addressed through social media platforms, with nine items associated in this 
regard. These items were measured on a five-point scale (1= very provocative and 5= not provocative at 
all) and the coefficient Alpha Cronbach test was used (90%). Table 5 summarizes the responses received 
by the respondents. 
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Table 5. Inflammatory / non-inflammatory content on social platforms (%) 
Posting content includes…  1 2 3 4 5 
- Breaking the allegiance with the ruler 60.2 13.4 7.0 3.5 16.0 

- Provoking controversies between Sunnis and Shiites 57.6 19.5 4.1 6.1 12.8 

- Supporting the vulnerable by calling for jihad 31.1 26.2 22.7 8.7 11.3 

- Figures known as “religious” criticizing what’s happening in 
the society and describing it as corruption 

20.6 29.4 27.0 11.9 11.0 

- Criticizing the performance of ministries / government bodies 12.5 16.0 23.5 24.7 23.3 

- Casting doubt on the future state projects 18.3 27.9 23.8 15.7 14.2 

- Undocumented-negative news about the state figures 36.6 32.0 11.3 6.4 13.7 

- Mocking state figures 41.9 26.5 9.3 6.4 16.0 

- Making unfair comparisons with other countries and 
highlighting the local negative side 

28.5 32.0 17.4 8.1 14.0 

 
Interestingly, most respondents highly considered that when the content is referring to breaking out with 
the ruler, controversies between sectarians, jihad, negative news or mocking state figures were seen as 
very provocative. Here there were statistically demographic differences among the respondents. For 
example, regarding gender when the content incites breaking allegiance with the ruler, females (63.9%) 
considered this content as “very provocative” than did males (58.5%), χ2= 20.564, df (4), P=. 000; 
provoking controversies between Sunnis and Shiites (females 71.3%, males 52.3%), χ2= 18.196, df (4), P= 
.001. However, when the content contains undocumented-negative news on the state figures, males 
(36.9%) considered this as "very provocative " more than did females (36.1%), χ2= 12.037, df (4), P= .017; 
and mocking the state figures (males 44.1%, females 37%), χ2= 18.106, df (4), P= .001. Those with Sunni 
affiliations (37%) considered undocumented-negative news about state figures as “very provocative’ 
compared to with Shiite affiliations (16.7%), χ2= 9.944, df (4), P= .041. Those of Bedouin origin (47.9%) 
considered mocking state figures as “very provocative more than those of non-tribal urban (46.9%), or 
urban (29.3%), χ2= 25.739, df (12), P= .012. 
 
4.3. The most prevalent inflammatory content 
RQ3 focused on how users identify the most prevalent inflammatory content on social media. The same 
previous nine items associated with inflammatory content were given to the respondents. Table 6 
summarizes the respondents’ view on each item. 
 

Table 6. The most prevalent inflammatory content on social platforms (%) 
Posting content includes… 1 2 3 4 5 6 7 8 9 
- Breaking the allegiance with the ruler 31.1 11.0 6.1 2.6 4.7 2.9 5.5 7.0 2.0 

- Provoking controversies between Sunnis 
and Shiites 

22.7 19.5 13.4 9.3 8.1 5.5 7.0 9.6 4.9 

- Supporting the vulnerable by calling for 
jihad 

3.2 13.4 13.1 9.0 13.1 11.3 12.5 12.5 11.9 

- Figures known as “religious” criticizing 
what’s happening in the society and 
describing it as corruption 

5.8 10.2 14.5 15.1 12.2 12.5 11.9 11.3 6.4 

- Criticizing the performance of ministries 
/ government bodies 

10.8 11.6 13.7 15.1 16.3 9.9 5.5 8.4 8.7 

- Casting doubt on the future state 
projects 

4.4 8.4 11.0 13.7 13.4 16.0 14.2 11.9 7.0 

- Undocumented-negative news about the 
state figures 

5.8 6.7 8.1 11.9 13.1 18.3 19.9 10.5 6.1 

- Mocking state figures 2.6 10.2 9.3 11.0 11.9 14.0 13.1 18.0 9.9 

- Making unfair comparisons with other 
countries and highlighting the local 
negative side 

11.6 9.0 10.8 12.2 7.3 9.6 10.8 10.8 18.0 

 
The most prevalent inflammatory content on social platforms seemed to be those related to breaking out 
with the ruler, controversies between Sunnis and Shiites and calling for jihad, with other content to be 
less or slightly prevalent. This result highlighted the ability of respondents to be aware of inflammatory 
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content on social media platforms. There were also statistically demographic differences among the 
respondents. For example, regarding gender females (33.3%) considered more than did males (17.8%) 
provoking controversies between Sunnis and Shiites was the most prevalent on social platforms, 
χ2=18.179, df (8), P= .020. Sunni sectarian (33.4%) were more likely than Shiite affiliations (16.7%) 
considering breaking allegiance with the ruler was highly prevalent, χ2= 22.045, df (8), P= .005, whereas 
Shiite sectarian (16.7%) considered more than Sunnis (16.3%) criticizing of the performance of ministries 
and government bodies was “slightly prevalent”, χ2= 16.753, df (8), P= .033. Regarding ethic origins, those 
non -tribal urban (16.3%) considered calling for jihad was “highly prevalent” compared to Bedouin 
(13.5%), urban (11.1%), χ2= 44.700, df (24), P= .006, while those non-tribal urban (32.7%) considered 
mocking the state figures was “slightly prevalent” compared to urban (16.2%), Bedouin (15.1%), χ2= 
40.591, df (24), P= .018. 
 

V. DISCUSSION AND CONCLUSION 

This research has contributed to providing significant new data about the awareness of Saudi online users 
of inflammatory and non-inflammatory content on social media platforms in a country where prior 
research on this subject has been sparse. This research come at an important time when the social media 
is used in terrorism attacks and radical mobilization, especially by very radical and extremist groups. 
With regard to the awareness of content published on social platforms and online mobilization, the study 
found that respondents were highly aware when the content related to information on international 
conflicts between Islamic currents and sects (RQ2). 
Their attitude was clear when they felt resentful about viewing content related to conflicts which 
disrupted the national unity (RQ1). This may lead to the spread of religious misconceptions that use the 
Internet as a favourable means as Weimann(Weimann, 2014) pointed out. Those urban-tribal females 
with a monthly income between 3001-5000SR were more aware for such content, which seemed to be 
interesting within the same community, while those Sunni-married aged 46+ with MA/Ph.D. degrees felt 
angrier with the content related to extreme beliefs and ideas than the others. This may have connection 
on the how some may use the Internet (social platforms) to widespread polarization and cyber 
recruitments (Al Serhan & Elareshi, 2019; Awan, 2016, 2017). 
The respondents regarded having more modern views when it comes to mixing between men and women 
in work / public places. Perhaps this is due to the spread of new media content showing such mix is usual 
in modern community. This, of course, perhaps does not help to preserve the specification of 
Muslim/Islam community, which is seen unacceptable as may lead to spread of pornography and 
outrageousness in such conservative community (Wheeler, 1998). It is acknowledged that social 
platforms are one of the most difficult means to control its content, which have contributed and 
promoting non-moral, gender mix, pornography, dissemination of images, false posts and etc. (Al-Dosary, 
2014). 
In terms of inflammatory and non-inflammatory content on social platforms (RQ3), respondents were 
able to identify the most highly provocative content such as those related to breaking out with the ruler 
and the controversies between Sunnis and Shiites, while undocumented-negative news about the state 
figures and mocking them in the eyes of Bedouin and Sunni males than Shiite females stated that such 
new media content resulted of the exposure to social openness and the absence of Islamic social values. 
This may link to the content calling for rebellion and breaking allegiance with the ruler under the pretext 
of protecting freedom and personal identity (most modern and western style). Finally, as with all research 
projects, this research comes with some inherent limitations to its design that need to be examined in 
respect of their implications. Further research is needed into how such group narratives adopted social 
media via mobile technologies to persuade and resonate with Arab and non-Arab young peopleanywhere. 
Academics should examine different social media and new media platforms used to deliver inflammatory 
content. 
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