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Abstract 
It is completely free to take part in any of the activities. The typical method is to register for the 
service to be attended in order to keep track of each student individually. Another method of 
determining attendance is the biometric system. Biometric recognition systems are used to 
recognise physical or behavioural traits such as the iris, voice, face, and fingerprints. 
Nonetheless, these procedures have proven to be time-consuming and boring. This marks the 
end of the counting procedure by making substantial progress in the stands. The proposed 
method is intended for the students present at the moment, but it can also be used for 
verification by other teachers. In this article, CCTV cameras are used to catch entering pupils in 
the hostel. 
 
Keywords: RFID, Image processing, Data Analytics, Machine Learning, Surveillance, 
Segmentation  

 
INTRODUCTION 
The first step in a long flow procedure is to recognize what art can detect input from the 
front to the pilot diameter. They are beneficial to kids in today's environment engaged 
in the type that is shown when it is only effective in the kind that is displayed in the 
hostel. Our civilization and the appearance of detection are nothing. The ability to 
recognize the human mind is the most important human capacity. And it's amazing how 
the human mind may persist even among people who are in close proximity to the 
human being and others, depositing the form of minor modifications. The positive 
image of human face recognition has garnered significant interest from researchers to 
replicate the commitment in time to researching and effective algorithms for facial 
recognition to electronic devices for human use. 
Face detection is a process used to find faces with different expressions and sizes. 
The method is supposed to locate the face of facial recognition. Face to face with the 
study into the detection of various expressions, and he is the desired corner backdrop 
image in various sizes reports, the parameters' face. By evaluating the patterns in an 
image, the look detects either of those objects that are formed. Here, algorithms that are 
known to the process make use of the extract, as well as a database that matches. 
This project has been highlighted by the use of Selections, which are normally made 
known that it is such, and that the readings service. We used clickers, swiping their 
identity cards, and scribbling down names manually on paper allowed students to keep 
track of the project and inspired them to ask to run it. It appeared as if God's knowledge 
of a birth control method to detect the presence of the very creature formed with the 
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theme was based on that understanding. The remainder is as follows: Work that is 
linked to book covers. 
 
RELATED WORK 
Before students arrive in hostel, many strategies are used. Manually recording the 
teacher's attendance is a traditional practice. However, one of this approach's 
drawbacks could be the potential loss of attendance records. 
Fingerprint-based attendance systems, which use a handheld device, are another 
option. To indicate their presence, students are given fingerprints. This method has the 
advantage of allowing participants to participate without the instructor's involvement, 
and it also ensures that signals of presence are visible throughout the event. The 
problem with this strategy is that it is difficult to scan the fingerprints of young people, 
and their fingerprints might change over time, causing many people to misinterpret 
them. It will not work with a fingerprint identification system. 
Radio frequency identification-based attendance management systems are also used. 
Each student will have their own card, which will be traded for viewing on the machine 
in this method. The switching unit is connected directly to the system, which stores the 
current status data. The above method has the drawback of allowing even unauthorized 
individuals to join. Because the eye is the most protected portion of the body and cannot 
survive a lifetime, the iris-based presence system provides a solution to the foregoing 
restrictions. The camera module, on the other hand, can do facial recognition 
automatically. This method uses less storage capacity since it does not require students 
to actively participate in gaining presence with the camera while collecting faces that 
will be stored on smaller devices. 
                
METHODOLOGY 
When employing a Pi camera to recognise a face, the hostel presence display system 
assists in detecting the presence of pupils. As the existing system has various 
drawbacks, we suggested this methodology to overcome those drawbacks. 

 
Figure 1: Diagram of Proposed System 
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The proposed system is divided into three parts: Creation of the database, training of 
the dataset, and then testing. 
1. Creation of the database  
a) Camera initialization 
 b) Convert the image to greyscale and detect faces. 
c) Use up to 20 frames as labels to save the supplied entry in the database. 
2. Training 
 a) First of all, initialize the face recognition device -  
 LBPH  
 b) Then to train LBPH face recognition software, import faces from the database folder   
c) After that save the trained data in XML or YAML format. 
3. Test Load Haar classifier, LBPH face recognition to test the trained data 
a) Obtaining an image from the camera 
b) Convert to greyscale. 
c) Detect faces 
d) Using the above-mentioned recognition gadget, identify the face. For face detection, 
the system employs the Viola-Jones algorithm, which employs the Haar function. This 
project's main component is the Raspberry Pi. Use a webcam or a multi-camera module 
to capture photographs. Use a laptop or a keyboard and mouse on a display device, such 
as a TV, to access the Raspberry Pi console. Raspberry Pi is a small computer with a 
built-in camera module. This component will be used to capture images using its 
webcam. 

 
Figure 2: Sorts of Haar Features 

 
Then we will come up with a value i.e., the difference between the sum of the white 
pixels and the angle between them for each participant. And later in the image (x, y) i.e., 
the sum of the elements to the left of (x, y). 
ii (x, y) = Σ i (x’, y’)  
x’≤ x, y’≤ y 

 
Figure 3: Integral Image 
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To learn more about the complexity of classifiers, not only a machine learning method is 
applied, but also a boost to Adam's disobedience, who is inherent in the Open cv Profile 
to the classifier library, which classifier to eliminate due to the overflow. It has a 
classifier week, presumably fifty, or through a deduction procedure. A total of seven 
classifiers ensures that everyone has a powerful classifier, facilitating the deduction 
process. In particular, the genus cannot exist unless the earth's chosen men are not the 
first, which we cannot erase. We will not apply it to his chosen country of the region, 
and how he is discarded down according to the places, bypassing all the classifiers. All of 
the strong classifiers are treated as though they had their faces exposed. The face of it 
was not on the hand because of the recognition that comes from the classifiers, which 
has faded over time. For face recognition, we use binary Local Patterns (LBPH) at the 
time of this algorithm. LBPH easy as soon as the agents are assigned based on their 
resemblance to nearby pixels' images. This model histogram was discovered to have a 
local integral picture that underpins the binary representation of the decimal produces 
a complete image. Face Recognition is the most vulnerable to competition, and the 
brightness of the face alters as a result. The creator of the image of the face of many of 
them, the conclusion is questionable, they acknowledge that the face of pre-processing 
is less luminous, you will see the image of the object of encouraging a constant position 
in the within the business, however, be any more. A histogram pre-processing face is 
used in this project. We employ the right hand to separate the pre-processing, which 
improves the effectiveness of my hand's facial stabilisation. 

 
Figure 4: AdaBoost Classifiers 

EXPERIMENTAL RESULTS 
A variety of experiments were undertaken out on the project's data. Datasets are used 
to evaluate system performance. 

Screenshots of the hostel attendance display system at various stages are shown        

 
Figure 5: Dataset of a single person 

                   



 

8468 | Nitin Sharma       Surveillance Based Hostel Security Measurement Using 
Data Analytics and Machine Learning technique RFID 

  
Figure 6 is the recording process performed in front of the Pi camera. At the time of the 

enrolment process, the phases of the student with different orientation are recorded. 

. 
Figure 7: An automatic excel attendance sheet is generated after marking the 

attendance 
 
BACKROUND DISCUSSION  
What is face acknowledgment?  
Face acknowledgment innovation isn't new – you are presumably previously utilizing it 
in your day-by-day life. The greater part of us utilize advanced mobile phones these 
days, which regularly utilize face acknowledgment innovation to open the gadget. This 
innovation gives an incredible method to secure individual information and guarantee 
that regardless of whether the telephone is taken, delicate information stays distant by 
the culprit. The utilization of face acknowledgment innovation is being applied to a 
steadily growing arrangement of areas, including wellbeing, security, and instalments.  
Expert arrangement is the subsequent stage, after a face is recognized in a picture. 
Frequently when an individual snaps a photo, the person may not be confronting 
straightforwardly towards the camera. Be that as it may, face arrangement can manage 
the issue. Regardless of whether a face is turned in various ways, the framework is as 
yet ready to tell in the event that it is a similar individual. All the more explicitly, a 
calculation called "face milestone assessment" is used to find makeover tourist spots, 
i.e., the particular focuses that happen on each appearance, like upper jawline, external 
area of eye, internal area of every eyebrow, and so on.  
Here the diagram below displays an illustration of the 68-point face milestone 
prototype that is utilized in the channel to find explicit focuses on each facial expression. 
When the parts of those important mathematical face edifices are distinguished, any 
shot, interpretation and rule portrayal of the expression can be standardized. 
Regardless of how the face is twisted, the gestures can be focused in generally a similar 
situation inside the picture. With the expressions adjusted, the later advance of the 
facial expressions coordinating with interaction will definitely turn out to be more 
exact.  
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Figure 8: Illustration of 68-point face landmark prototype 

 
Face encryption 
The third step in face encrypting is identifying the parts of a face that are recognizable 
by the computer. Since computers can only identify binary numbers, an unfailing 
method of changing facial pictures to digits was required. 

 
Figure 9: Design of ResNet-34 model 

Face coordination 
Preparing face coordinating involves figuring out the distance between two faces. The 
goal is to get two appearances that are similar to each other. 
There are two significant sorts of face coordinating with errands:  
Face ID: the interaction includes discovering the individual in the data set of known 
selected clients with nearest encryption (i.e., littlest remoteness) to the trial face 
picture.  
 
Face confirmation 
It reflects the encryption about the sample face image and the focused-on encryption 
(i.e., coding of the approved client). In the occurrence that the two encryptions are 
adequately near (i.e., more modest than the edge), the test individual is checked.   
By segmenting the face into three regions, the data is then correlated with the images in 
the database. 
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Figure 10 (a) Segment 1 (b) Segment 1 correlation with correct face (c) Segment 2 (d) 
Segment 2 correlation with correct face (e) Segment 3 (f) Segment 3 correlation with 

correct face. [2] 
CONCLUSIONS 
 I understand that there are a variety of ways available, such as tedious and ineffective 
biometrics, and RFID-based security systems. The aforementioned framework is offered 
to address the shortcomings of the prevalent system. For every moment and every 
specific security attempt, this is the best and most sturdy arrangement. As a result, we 
created a secure engagement framework that uses an image processing algorithm to 
reliably authenticate security by identifying faces in the hostel. 
 
FUTURE SCOPE 
Multiple security applications that require authentication to access each system's 
permissions frequently utilise the same design. Facial recognition algorithms are 
frequently enhanced in terms of resource consumption, allowing designs to recognise 
numerous faces at once, greatly improving the system. These initiatives are frequently 
created and implemented for a variety of reasons, including home security, personal 
benefit, and organisational gain. With the use of this technology, we will also be able to 
easily track a specific pupil within the organisation.                     
 
REFERENCES    
1. Anurag Sinha, Arinjay Biswas.” A Novel Approach of Attendance Display Classrooms 

Using Image Processing Technique” International Journal of Innovative Research in 
Applied Sciences and Engineering (IJIRASE) Volume 4, Issue 4, 
DOI:10.29027/IJIRASE.v4.i4.2020.711-7114, October 2020 

2. Michel Owayjan, Amer Dergham, Gerges Haber, Nidal Fakih, Ahmad Hamoush, Elie 
Abdo “Face Recognition Security System: 

3. Lukas, S., Mitra, A. R., Desanti, R. I., & Krisnadi, D. (2016, October). Student 
attendance system in hostel using face recognition technique. In 2016 International 
Conference on Information and Communication Technology Convergence (ICTC) 
(pp. 1032-1035). IEEE. 

4. Patil, M. R. V., & Bangar, M. S. Video Surveillance Based Attendance system.  
5. Shubhankar Sharma, Tanushree Gupta, Risheek Kumar, Face Recognition in Real 

Time for Attendance Marking System , Volume 4, Issue 5,2018. 



 

8471 | Nitin Sharma       Surveillance Based Hostel Security Measurement Using 
Data Analytics and Machine Learning technique RFID 

6. Sharma, S., Gupta, T., & Kumar, R. (2018). Face Recognition in Real Time for 
Attendance Marking System. International Journal of Scientific Research in Science 
and Technology.  

7. Veer, N. D., & Momin, B. F. (2016, May). An automated attendance system using 
video surveillance camera. In 2016 IEEE International Conference on Recent Trends 
in Electronics, Information & Communication Technology (RTEICT) (pp. 1731-
1735). IEEE. 

8. Dhavalikar, A. S., & Kulkarni, R. K. (2014, February). Face detection and facial 
expression recognition system. In 2014 International Conference on Electronics and 
Communication Systems (ICECS) (pp. 1-7). IEEE.  

9. Shirodkar, M., Sinha, V., Jain, U., & Nemade, B. (2015). Automated attendance 
management system using face recognition. International Journal of Computer 
Applications, 975, 8887. 

10. P. Viola and M. Jones, "Rapid object detection using a boosted cascade of simple 
features", IEEE Conf. Computer Vision and Pattern Recognition, 2001. 

11. Yoav Freund and Robert E. Schapire, "A decision-theoretic generalization of online 
learning and an application to boosting", Computational Learning Theory: 
Eurocolt'95, pp. 23-37, 1995. 

12. Sambarta Ray, Souvik Das, Anindya Sen, "An intelligent vision system for monitoring 
security and surveillance of ATM", India Conference (INDICON) 2015 Annual IEEE, 
pp. 1-5, 2015. 

 


